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INTERNATIONAL SHIP AND
PORT FACILITY SECURITY CODE 

General 

The ISPS Code will come into force worldwide on July 1st 2004 and will affect 
all shipping over 500 g.r.t. and all ports servicing ships engaged on International 

The Code is written in two parts with an additional annex spelling out particular 
requirements that ships have to comply with under the rules of  SOLAS (Safety 

gives additional guidance on the implementation of  Part A. In this document 

port of  delivery.
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Key Points 
1.

COMPANY SECURITY OFFICER (CSO) 

SHIP SECURITY OFFICER (SSO) 

PORT FACILITY SECURITY OFFICER (PFSO) 

to meet the requirements of  the ISPS Code. 

dialogue with the individuals.

2.

ship and in some cases to even enter the port.

3.  In order to ensure that minimum disruption occurs during the delivery of  stores and 

 Company.

 Company’s headed paper.

 Ship Owner to the 3rd Party.
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 prevent additional costs and missed deliveries.

 complications from a security aspect.

 with the implementation of  the ISPS Code.

in question. 
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Part A 
THE SAFETY OF LIFE AT SEA, 1974 AS AMENDED MANDATORY REQUIREMENTS 
REGARDING THE PROVISIONS OF CHAPTER XI-2 OF THE INTERNATIONAL 
CONVENTION FOR THE SAFETY OF LIFE AT SEA, 1974, AS AMENDED

1. GENERAL

1.1 Introduction 
This part of  the International Code for the Security of  Ships and Port Facilities contains mandatory 

1.2  Objectives

  incidents affecting ships or port facilities used in international trade;

  national and international level for ensuring maritime security;

1.2.4  to provide a methodology for security assessments so as to have in place plans and 
  procedures to react to changing security levels; and

  place.

1.3  Functional requirements

1.3.1  gathering and assessing information with respect to security threats and exchanging such 
  information with appropriate Contracting Governments;

1.3.2 requiring the maintenance of  communication protocols for ships and port facilities;

  to ships or port facilities;
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1.3.5 providing means for raising the alarm in reaction to security threats or security incidents;

  procedures.

2. DEFINITIONS

2.1 

  amended.

2.1.3  Chapter means a chapter of  the Convention.

2.1.4  Ship security plan means a plan developed to ensure the application of  measures on 

2.1.5  Port facility security plan means a plan developed to ensure the application of  measures 

  implementation and maintenance of  the ship security plan and for liaison with the 

2.1.10  Security level 2 means the level for which appropriate additional protective security 

  security incident.



2.2

2.3

2.4

3. APPLICATION

3.1 

3.1.4 port facilities serving such ships engaged on international voyages.

3.2

 ships arriving or departing on an international voyage.

  security assessment carried out in accordance with this part of  the Code.

   of  the Code.

3.3

3.4
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3.5

3.6

4. RESPONSIBILITIES OF CONTRACTING GOVERNMENTS

4.1 
 levels and provide guidance for protection from security incidents. Higher security levels 

4.1.4 the potential consequences of  such a security incident.

 appropriate instructions and shall provide security related information to the ships and 

4.2 

  assessment;

4.3 



5. DECLARATION OF SECURITY

5.1 

5.2 

5.2.1  the ship is operating at a higher security level than the port facility or another ship it is 
  interfacing with;

5.2.4 the ship is at a port which is not required to have and implement an approved port facility 
  security plan; or

5.2.5  the ship is conducting ship to ship activities with another ship not required to have and 
  implement an approved ship security plan.

5.3 

5.4 

5.5 

5.6 

 located within their territory.

5.7 
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6. OBLIGATIONS OF THE COMPANY

6.1 

 necessary.

6.2 

7. SHIP SECURITY

7.1 

7.2 

  

  

  

  

  

  

   
 

7.3 

7.4 
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7.5 
 of  the instructions on change of  the security level.

7.6 

7.7 

7.8 
 another Contracting Government shall inform that Contracting Government without delay

7.9 When Contracting Governments set security levels and ensure the provision of  security level

 to their attention that might affect maritime security in the area.

8. SHIP SECURITY ASSESSMENT

8.1 The ship security assessment is an essential and integral part of  the process of  developing and 
 updating the ship security plan.

8.2 
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8.3 

8.4 

  procedures.

8.5 
 Company.

9. SHIP SECURITY PLAN

9.1 

9.2 

9.3 

9.4 
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  give at security level 3;

  personnel on security aspects;

  provided; 1 and

1

   1 Administrations may allow, in order to avoid any compromising of  the objective of  providing on board 
  the ship security alert system, this information to be kept elsewhere on board in a document known to the 
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9.5 The Administration shall determine which changes to an approved ship security plan or to any

9.6 

9.7 

9.8 

  concerned.

10. RECORDS

10.1 



15

10.1.2  security threats and security incidents; 

10.1.4  changes in security level;

10..1.6  internal audits and reviews of  security activities;

10.1.8  periodic review of  the ship security plan;

  ship security alert system.

10.2 

10.3 

10.4 

11. COMPANY SECURITY OFFICER

11.1 

11.2 
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  assessments and other relevant information;

11.2.2  ensuring that ship security assessments are carried out;

  and maintenance of  the ship security plan;

  satisfy the security requirements of  the individual ship;

11.2.5  arranging for internal audits and reviews of  security activities;

  dealt with;

11.2.8  enhancing security awareness and vigilance;

11.2.13  ensuring that any alternative or equivalent arrangements approved for a particular ship or 
  group of  ships are implemented and maintained.

12. SHIP SECURITY OFFICER

12.1 

12.2 

  measures are maintained;

  amendments to the plan;



  and implementing any corrective actions;

12.2.8 reporting all security incidents;

  if  any.

13. TRAINING, DRILLS AND EXERCISES ON SHIP SECURITY

13.1 

13.2 

13.3 

13.4 

13.5 
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14. PORT FACILITY SECURITY

14.1 

14.2 

14.2.1  ensuring the performance of  all port facility security duties; 

14.2.2  controlling access to the port facility;

14.2.5 supervising the handling of  cargo;

14.2.6 supervising the handling of  ship’s stores; and

14.3 

14.4 

  port facility is located.

14.5 

 appropriate actions.



14.6 

15. PORT FACILITY SECURITY ASSESSMENT

15.1 The port facility security assessment is an essential and integral part of  the process of  developing
 and updating the port facility security plan.

15.2 

 located within its territory.

  located.

15.3 

 this Code.

15.4 

15.5 

  procedures.

15.6 The Contracting Government may allow a port facility security assessment to cover more than
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15.7 

16. PORT FACILITY SECURITY PLAN

16.1 

16.2 
 the port facility is located.

16.3 

  personnel on security aspects;

16.3.8 procedures for the periodic review of  the plan and updating; 
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16.3.11  measures to ensure the security of  the information contained in the plan; 

16.3.12  measures designed to ensure effective security of  cargo and the cargo handling equipment
  at the port facility;

16.3.13  procedures for auditing the port facility security plan;

16.3.14  procedures for responding in case the ship security alert system of  a ship at the port facility

16.4 

16.5 
 port emergency plan or plans.

16.6 The Contracting Government in whose territory the port facility is located shall determine which

16.7 

16.8 

16.9 Contracting Governments may allow a port facility security plan to cover more than one port facility

17. PORT FACILITY SECURITY OFFICER

17.1 
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17.2 

  the relevant port facility security assessment;

  appropriate security measures;

  changes to the port facility;

  the port facility;

  the security of  the port facility; 

  and

  ship when requested.

17.3 

18. TRAINING, DRILLS AND EXERCISES ON
 PORT FACILITY SECURITY

18.1 
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18.2 

 this Code.

18.3 

18.4 

19. VERIFICATION AND CERTIFICATION FOR SHIPS

19.1 

  the ship is intended;

  ensure that the security system and any associated security equipment of  the ship fully 

  for which the ship is intended;

  of  the security system and any associated security equipment of  the ship to ensure
  that it remains satisfactory for the service for which the ship is intended. Such
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  any associated security equipment or the approved ship security plan without the sanction 
  of  the Administration

19.2 

  in accordance with this Code.

 issued at the request of  the Administration and it shall have the same force

19.3 
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  extension was granted.

  period of  grace of  up to one month from the date of  expiry stated on it. When the renewal



26

 transmit to the receiving Company copies of  any information related to the 

 in section 

19.4 

 Contracting Government;

 not a Contracting Government; or

 to this part of  the Code.



 this part of  the Code; and with the relevant provisions of  the ship security plan 
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